


Supplier Performance Risk System
• “... the authoritative source to retrieve supplier and product PI [performance inf

ormation] assessments for the DoD [Department of Defense] acquisition com

munity to use in identifying, assessing, and monitoring unclassified performan

ce.” (DoDI 5000.79)

• Vendor Performance
• Quality Classifications & On-time Delivery scores by FSC/PSC/NAICS

• Supplier, Price and Item Risk assessments; Market Research, Supplier Surveillance tools

• Vendor Compliance
• Debarments/exclusions, § 889, FASCA, representations/certifications (from SAM)

• NIST SP 800-171 Cybersecurity Assessments, NSS Restricted List, Vendor Threat Mitigation/§

841

• Supply Chain Illumination (Enhanced Vendor Profile)

What is SPRS? 
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SPRS Reports

Vendor Users - UNCLASSIFIED; 

vendors can view, maintain, download 

and distribute their own data. 

Government Users – CUI; SPRS Data is 

handled as Controlled Unclassified 

Information (CUI) 

by the U.S. Government.

Source Selection Sensitive Information, 

see FAR 2.101, 3.104, and 42.1503

SPRS Reports:  Not Releasable Under 

Freedom of Information Act (FOIA)



How does SPRS work?

Quality and Delivery Scores

Collects quality and delivery data to calculate delivery scores and quality classifications.

Price Risk
Identifies whether a proposed price is consistent with historical prices paid for that item 

and is depicted by high, low or within range. 

Average Price based on unit prices since 2010, adjusted for inflation using 

Producer Price Index Updated daily

Item Risk
Flags items identified as high risk by services/agencies.

Based on criticality of use and history of counterfeiting or non-conformance.

Updated as required by DoD services or agencies



Delivery Scores & Quality Classifications

By CAGE and Commodity (FSC/PSC or NAICS) Updated daily, 14-day review, or 

Challenge period

SPRS Data Processing

Supplier Risk

A computer algorithm uses 10 factors of past performance information to calculate the 

Supplier Risk Score. These factors are individually weighted (based on age and relative 

importance) and summed to produce a numerical and color score for every company 

which has either a contract or factor data within the last three years.

Score based on daily weighted sum of supplier performance factors adjusted for

number of base contracts



SPRS uses colors to identify percentage groups based on a standard bell curve statistical 

distribution.  Vendor’s scores for quality and supplier risk are ranked, plotted and assigned 

a color for quick reference.  In addition to these rankings, Black is used to identify there is 

no score (no data) and grey is used when a vendor has been excluded.

SPRS Color Legend



SPRS User Roles

SPRS Acquisition Professional

View and modify account information

View All SPRS Reports

Provide customer feedback

Government

SPRS Contractor/Vendor (Support Role)

SPRS Cyber Vendor User

Vendor



PIEE Access

Step-by-step SPRS-specific PIEE Access Instructions: 

https://www.sprs.csd.disa.mil/pdf/PIEE-GovInstructions.pdf

First time account creation “Government Users – Getting Started Help”:  

https://piee.eb.mil/xhtml/unauth/web/registration/greg.xhtml

If 1102, access is granted automatically.

Note:  PIEE is not managed by the SPRS program office.

PIEE Help Desk Phone Number: 866.618.5988

PIEE Help Desk Email: 

disa.global.servicedesk.mbx.eb-ticket-requests@mail.mil



SPRS Application Access

PIEE landing page:

https://piee.eb.mil/piee-landing/

Click

Click the SPRS Tile

All reports are launched from 

the SPRS Menu



Note to Viewers

To preserve 

detail and 

integrity 

screenshots 

have been 

edited for 

size & content



SPRS Application Landing Page (Government Users)

Working in SPRS
SPRS Application Landing Page (Government Users)



SPRS Application Landing Page (Government Users)

Working in SPRS
SPRS Application Landing Page (Government Users)



Working in SPRS
SPRS Application Landing Page (Government Users)
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Working in SPRS
SPRS Application Landing Page (Government Users)



Compliance Reports

NIST SP 800-171
Assessments

NSS Restricted
List

Section 841 
Identifications List 

Vendor Threat
Mitigation 



NIST SP 800-171 Assessment



NIST SP 800-171 Assessment Search Results



National Security Systems (NSS) 

Restricted List 



Section 841 Identifications List & 

Vendor Threat Mitigation

Section 841 Identifications List
Provides SPRS government users and up-to-date list of vendors that have 

active identifications under FY15 NDAA Sec 841.

VTM

The process to assess and mitigate risks posed by vendors supporting 

DoD operations outside the United States.  Previously referred to as 

“Vendor Vetting”, VTM leverages all-source information and combatant 

commander guidance to identify vendors supporting the adversary and 

authorizes heads of contracting activity to restrict, terminate, or void 

award to them.



Section 841 Identifications List



Vendor Threat Mitigation (VTM)



Vendor Threat Mitigation (VTM) Search Results



VTM Detailed Profile Overview 



Risk Analysis Reports

Supplier Risk

Item/Price Risk

Market 
Research

Procurement
Risk Analysis

Supplier 
Surveillance



Supplier Risk



Supplier Risk Detailed Report



Item/Price Risk 



Detailed Item/Price Risk Report



Detailed Item/Price Risk Report
High Risk Example



Market Research



Market Research Report



Procurement Risk Analysis



Procurement Risk Analysis Report Requests



Procurement Risk Analysis Report 



Supplier Surveillance Report Requests



Supplier Surveillance Report 



Performance Reports

Summary 
Report 

Solicitation 
Inquiry 

Edit Existing 
Solicitation

Solicitation 
History 

Enhanced Vendor 
Profile 

Detail Report 
Pos/Neg Records 

Supply Code 
Relationship 



Summary Report 



Summary Report Detail



Detailed Report (Summary Report FSC/PSC)



Solicitation Inquiry 



Edit Existing Solicitation



Solicitation History 



Enhanced Vendor Profile 



Enhanced Vendor Profile (EVP) Home Page



Detail Report Pos/Neg Records 



Detail Report Positive Records Example



Detail Report Negative Records Example



Supply Code Relationship 



Supply Code Relationship 
FSC/PSC to NAICS example



Admin Reports

Data Report
Search



Data Report Search



Data Report Search



Service

Feedback/
Customer 
Support



Feedback/Customer Support 



Feedback/Customer Support



Website Menu



Website Menu



SPRS Contact Information

SPRS Website:
 https://www.sprs.csd.disa.mil

NSLC Help Desk (Mon-Fri 6:30am- 6:00pm ET):

 NSLC Help Desk Email: 

 sprs-helpdesk@us.navy.mil

http://www.ccr.gov/


for participating in

SPRS Overview Training

Thank you
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